
Launch your project now!

Microsoft Global Secure Access (GSA) is an 
advanced security solution that enables 
organizations to protect their assets and data 
while providing secure connectivity to their users. 

Microsoft 
Global Secure Access (GSA)

▪ Preparing Your Environment
▪ License acquisition required according to the desired 

options.

▪ Initial Configuration
▪ Creating the GSA Resource

Windows Client Configuration 
and Profile Activation
▪ Enable the Microsoft Traffic Forwarding Profile. 
▪ Install and configure the Global Secure Access client 

on end-user devices. 
▪ Create a remote network, apply Conditional Access, 

and review logs.

Windows Client Configuration 
and Profile Activation (continued) 
▪ Enabling universal tenant restrictions. 
▪ Activation of signalling.
▪ Configure Quick Access to private resources.
▪ Configure per-application access to private resources.
▪ Configuring the Internet Access Traffic Forwarding 

Profile.

Test the Configuration
▪ Perform connection and web traffic tests.
▪ Ensure that the features meet the client's needs.
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